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RECUNOAȘTE IMPOSTORUL
rapid și cu precizie!

Descoperă acest instrument eficient și ușor de aplicat pentru a 
afla dacă persoana care încearcă să te cucerească online este cu 
adevărat cea care pretinde că este.

Pasul 1
Verificarea profilului

Fotografiile par reale, preluate de pe pagini web, pre-
lucrate sau generate?

Are mulți prieteni sau doar câțiva? Sunt aceștia doar 
femei, doar bărbați sau ambele sexe? Au nume 
obișnuite sau specifice boților?

Există etichetări în postările altor persoane sau nu 
apare niciodată etichetat/ă? Etichetează el/ea alte 
persoane sau pagini în propriile postări?

Are postări regulate, periodice, sau foarte puține?

Urmărește doar anumite conturi sau pagini ale unor 
servicii specifice?

Pasul 2
Observarea comportamentului online
Îți scrie imediat ce apari online, la anumite ore fixe 
sau în mod imprevizibil?

Este insistent sau nu îți lasă această senzație?
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Pasul 3
Atenție la mesaje

Vorbiți despre diverse aspecte ale vieților voastre sau 
discuția este centrată exclusiv pe tine? Oferă puține 
detalii despre sine?

Îți pare o persoană cu o viață obișnuită sau îți 
prezintă o poveste prea ideală ori, dimpotrivă, una 
exagerat de tristă?

Comunicarea are un ton neutru sau trece rapid (poate 
chiar imediat) la declarații de dragoste și admirație?

Felul în care scrie corespunde statutului sau ocupației 
pe care spune că o are, sau pare a fi incompatibil cu 
acestea?

Pasul 4
Atenție la solicitări

Nu-ți cere să faci nimic în raport cu alte persoane și 
nu insistă să păstrezi comunicarea voastră secretă?
Nu manifestă interes pentru datele tale personale?
 
Sau, dimpotrivă, încearcă să adune cât mai multe 
informații sensibile: adresă, locul studiilor sau al ser-
viciului, copii de pe documente, etc.?

Nu este interesat decât de conținutul public pe care îl 
distribui sau îți cere poze ori video cu tine (din locuri 
unde te afli sau cu caracter intim/sexual)?

Vorbește cu tine prin mai multe modalități (mesaje, 
apeluri video, audio) sau doar prin mesaje? Evită ape-
lurile video sau convorbirile telefonice?
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Îți cere bani ori informații sau servicii legate de alte 
persoane sau de activitatea ta profesională?

Pasul 5
Analiza reacției

Acceptă fără pretenții refuzurile tale sau, dimpotrivă, 
te învinovățește și te face să te simți rușinată?

Se comportă aproximativ la fel pe durata comunicării 
sau își schimbă brusc tonul și mesajele atunci când îi 
adresezi întrebări, ceri clarificări sau îl refuzi?

Unde?

     0 8008 8008 - Telefonul de Încredere pentru 
Femei și Fete 
     trustline@lastrada.md
     www.eviolenta.md (Live chat)

ATENȚIE!
Dacă observi mai multe stegulețe roșii care pot indica un pericol, 
acordă-ți timp și întreabă-te: DE CE FACE ACESTE LUCRURI?

Este oare vorba de un impostor care poate fi un agresor online?

ȚINE MINTE!
„Scanarea” sau „punerea sub microscop” a celor care par sau vor 
să pară prea buni este o ACȚIUNE DE PROTECȚIE, RESPONSABILI-
TATE și RESPECT față de propriile limite în relațiile cu necunoscuți!

IMPOSTORII ÎN MEDIUL ONLINE există!
Dacă ești sau te simți în pericol, dacă nu ești sigură de persoana 
cu care comunici online, dacă ești amenințată sau șantajată, 
NU EZITA SĂ CERI AJUTOR!



 

Acest material a fost elaborat de Centrul Internațional 
„La Strada” și Fondul Națiunilor Unite pentru Populație 

(UNFPA Moldova), cu sprijinul financiar al Regatului Unit al 
Marii Britanii.


